
THE DIFFERENCE BETWEEN BACKUP, DISASTER 
RECOVERY, AND BUSINESS CONTINUITY 

 
If you think “data backup” is synonymous with 
“disaster recovery” and aren’t sure what “business 
continuity” means, you’re not alone. Most of the 
business owners we talk to make the mistake of not 
knowing the difference and end up paying the price 
when data is lost, a network goes down or a 
disaster prevents them from accessing their 
physical office and the server inside. 
 
First, data backup simply means a copy of your data 
is replicated to another device or location. Tape 
drives, offsite backup and even USB devices provide 
data backup. Data backup is obviously important. 
However, the more important consideration is 
whether or not your backup solution provides easy 
disaster recovery, or the ability for you to recover 
all your files, software and functionality quickly, 
easily and without corruption. For example, if your server died, you wouldn’t be able to quickly 
get back to work if you only had file-level backup. In order for you to start working again, your 
server would need to be replaced, all software re-installed, data re-installed and then the whole 
system would need to be configured with your settings and preferences. This process could take 
hours or even days - and that’s if you have all your software licenses and a clean copy of your 
data.  
 
Then there’s business continuity. This is the ability for your business to continue to operate even 
after a major disaster. For example, if you ran a law firm and your building burned to the 
ground, you’d be out of business if all your files were on the server only. However, if you had 
your network in the cloud, your employees could continue to work from home or some other 
location, giving your business continuity. 
 
Of course, you need all three at some level. At a minimum you need to make sure you have in 
place the right backup and disaster recovery plan for your tolerance for downtime, and a plan 
for how your business could continue to operate if you could no longer access your building, 
server or data. You should review your plan annually. If you want a simple and easy way to get 
all of this handled, give us a call! We specialize in planning, implementing and managing these 
projects so you don’t have to. 
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Ways To Make Your Old Hotel Computers 
 Faster and More Reliable 

 
1. Add Memory. One of the most 

inexpensive and effective ways to 
improve a computer’s performance 
is to install more RAM (random 
access memory). This will speed up 
the applications installed on your 
computer and allow you to open 
and run more programs 
simultaneously. 

 
2. Upgrade The Processor Or Add A 

Graphics Accelerator. If you are just 
looking for a little more “zoom,” 
upgrading the processor or installing a graphics accelerator will give your computer the 
ability to process information faster and improve its overall speed. 

 
3. Perform Regular Maintenance On Your Servers and Desktops. Computers, like cars, 

need regular maintenance to perform at top speed and reliability. At a minimum, you 
should run ScanDisk and the Disk Defrag Utility on your machines once a month. This 
will make your applications and files load and run faster. 

 
4. Run A Spyware Scan Once A Week. One telltale sign that your computer is infected with 

spyware is slow, unstable performance. Spyware sucks up your system’s resources to 
carry out its evil intent, slowing down your computer and even causing it to freeze and 
crash. 

 
5. Disable Or Remove Unnecessary Programs Running In The Background. Many 

computers have pre-installed software programs that use up system resources and slow 
down your computer. 

 
While these recommendations will certainly speed up your system, they aren’t a miracle 
cure for a seriously out-of-date computer network. If your computer or network constantly 
crashes, freezes up, or runs painfully slow, than its time to give us a call for an upgrade. 

 
 

 
 


